Navigating Net Neutrality: Promoting Effective and Adaptive Broadband Policy Through Structural Design
Recent months have seen a renewed debate over the appropriate role of the government in broadband Internet management. This debate has been especially heated over the issue of “network neutrality” (or “net neutrality”)—whether broadband network providers should be allowed to differentially treat different content providers whose sites the broadband network’s users access, for example by blocking traffic to high-bandwidth sites or charging users more to access these sites. In 2010, the Federal Communications Commission (FCC) promulgated the Open Internet Rules, which, in brief, mandated that broadband providers could not block traffic to sites, could not unreasonably discriminate against particular sites, and had to abide by a transparency requirement to disclose certain information about their network management practices.

In a January 2014 decision, the D.C. Circuit left intact the transparency provision, but struck down the anti-blocking and anti-discrimination provisions, with some leeway for the FCC to propose modified net neutrality rules. In April 2014, the FCC disclosed that it plans to propose a new Open Internet Rule that would strengthen the transparency requirement but weaken the anti-discrimination and anti-blocking requirements by allowing broadband providers to employ “commercially reasonable” discrimination against content providers. This announcement provoked outcry from some Internet advocates, who would have preferred for the FCC to reclassify broadband as a telecommunications service in order to allow the agency to impose stricter anti-discrimination and anti-blocking provisions following the D.C. Circuit decision.

One of the challenges that a government agency like the FCC faces in trying to regulate the broadband industry is the relatively fast pace of technological change and the relatively slow pace of government regulation. The broadband industry has expanded rapidly. The majority of Americans now have access to the Internet over a broadband connection (although the Internet existed well before broadband was widely available to bring it into people’s homes). The graphically-oriented World Wide Web was first introduced in 1993—at that time, the only way to access it was through a dial-up connection. Access to broadband, and a much faster Internet, began in 1996. In 2001, about half of adults were online, although only four percent of American households had broadband access. In 2011, 62 percent of American adults had a high-speed broadband connection at home (and almost eighty percent used the Internet). A Columbia University study projects that residential broadband adoption, which includes wireless, will reach roughly 66 percent by 2016. Perhaps more importantly for regulatory purposes, technological innovations like “deep-packet inspection”—which makes it possible for Internet Service Providers (ISPs) to determine the nature of the content traveling across their networks and therefore charge differential prices or block cer-
tain content altogether—and mobile broadband capacity—which presents different regulatory challenges than fixed broadband—can develop rapidly and unexpectedly. In contrast, the notice and comment rulemaking process can take years.

Traditionally, stakeholders in the Internet industry approached this dichotomy by distancing themselves from government and relying on the Internet’s capacity for self-regulation. In recent years, however, it has become apparent that government may have a role to play in at least some aspects of Internet regulation. Scholars have argued that a government policy of “‘non regulation’ toward the Internet . . . is no longer appropriate for an era in which the Internet delivers information and communications critical to our social and economic well-being” and that “some form of government oversight” is now necessary. And, indeed, many advocates who otherwise argue for limited government intervention in the Internet support government oversight of net neutrality.

However, the question remains as to how the government can most effectively regulate an industry that is changing as rapidly as broadband technology. This policy report explores that question. It begins by chronicling in Part I the history of the FCC’s efforts and setbacks on broadband regulation. It continues in Part II to examine the social values that scholars, advocates, and the FCC hope to achieve through broadband regulation. Only by understanding the underlying social values can the regulators assess whether regulation makes sense, what types of policies might best satisfy those values, and if those policies are achieving their goals or should be updated over time. Part III analyzes the structural changes that the FCC might be able to implement to more effectively and adaptively regulate the rapidly changing broadband sector.

This report makes the following recommendations to the FCC:

• The FCC should explore using *ex post*, case-by-case decisionmaking and public-private collaboration, which could help the agency to respond relatively quickly to changes in the industry.
• If the FCC adopts a case-by-case approach to regulation, it should carefully consider the default rule. If the broadband industry has the burden to show that discrimination is reasonable, net neutrality protections are likely to be stronger than if the FCC must prove that discrimination is unreasonable.
• The FCC should consider employing adaptive management, most often applied to natural resources, in the broadband context. The core idea of adaptive management is “learning while doing,” through an iterative regulation process that frequently adjusts regulations as new information becomes available. The FCC could use adaptive management as an active regulatory strategy, or a framework for re-examining existing policies over time.
• The FCC should define metrics to evaluate the effectiveness of its broadband policies and establish a procedure for updating its policies as conditions change.
Navigating Net Neutrality:

Promoting Effective and Adaptive Broadband Policy Through Structural Design
The federal government played an instrumental role in creating the Internet, but in intervening decades, the government had allowed the Internet infrastructure and content to develop, with relatively limited government intervention. Recent concerns over the potential for broadband network providers to discriminate against content providers using their networks has led to a multi-year effort by federal agencies—primarily the FCC—to determine whether limitations should be placed on broadband providers’ ability to discriminate between different types of content traveling through their networks. Many consumer advocates and policy organizations have called for “network neutrality,” which refers to treating equally all the information that flows across the wires (or radio spectrum, as the case may be)—no matter the source, destination or type of content. Traditionally, content and application providers, or “edge providers,” such as the New York Times, Turbo Tax, or Google, did not pay for the traffic that was generated when Internet end-users downloaded content, and they had no control over how that content reached end-users. New technologies have allowed Internet Service Providers (ISPs), such as Verizon and Comcast, to control edge providers’ access to their networks, a prospect that has raised concerns that ISPs will use that power in ways that, while profitable for those firms, reduce the overall social value that is created by the Internet. Some advocates are concerned that broadband providers will prioritize certain forms of content over others, favoring their own content and that of richer edge providers over that of smaller, newer rivals. Other advocates have argued that the market should be permitted to function without unnecessary government meddling and that allowing for network discrimination provides appropriate investment incentives to allow the broadband industry to maintain necessary infrastructure.

After hearing much evidence on both sides of this issue, the FCC has undertaken several policy measures in an effort to promote net neutrality, achieving various degrees of regulatory and judicial success in the face of opposition from ISPs and a substantial public debate. After nearly a decade of regulatory efforts, the FCC still lacks a net neutrality policy that has stood up both to court scrutiny and changes in broadband technology. Most of the FCC’s regulatory efforts on net neutrality have taken place under the Communications Act of 1934, which established the FCC and set out its authority. Title I, which is particularly important to the Commission’s broadband and Internet-related jurisdiction, permits it to “perform any and all acts, make such rules and regulations, and issue such orders, not inconsistent with this Act, as may be necessary in the execution of its functions.” Title II regulates telephone and telegraph common carriers. Title III regulates radio communications. Title V-A regulates cable communications. Congress passed the Telecommunications Act of 1996 in an effort to update the 1934 Act. The goal of the Act was to “let anyone enter any communications business—to let any communications business compete in any market against any other”—essentially to increase competition in the various telecommunications industries. The 1996 Act eliminated the cross-ownership rules between telephone and cable providers and between cable providers and...
broadcasters.\footnote{26} It reduced regulatory barriers to entry and competition and outlawed artificial barriers to entry in local exchange markets.\footnote{27} It also mandated principles of universal service.\footnote{28}

The Telecommunications Act was not designed to regulate a dynamically evolving resource like the Internet, however, and the 1996 revisions to the Act did not attempt to change this. In fact, at first, the FCC appeared reluctant to make any attempt to “regulate the Internet.” In 2002, it defined Internet services as an “information service,” and therefore not subject to common carrier restrictions within the framework of the Communications Act of 1934 and the Telecommunications Act of 1996.\footnote{29}

In 2003, the struggle over how to define Internet services reached the Supreme Court. In Brand X,\footnote{30} the Court considered whether the FCC had jurisdiction to classify broadband cable Internet service as an “information service,” rather than as a “telecommunications service.” Petitioners sought review of the FCC declaratory ruling that cable companies providing broadband Internet access were telecommunications carriers exempt from mandatory regulation under Title II of the Communications Act. The petitioners argued that the FCC did not go far enough—claiming instead that the FCC should have classified cable companies providing broadband Internet access as common carriers subject to mandatory regulation under Title II.\footnote{31} Reversing the decision of the Ninth Circuit, the Supreme Court found that the FCC had jurisdiction to classify broadband cable Internet service as an “information service,” and that exempting these carriers from mandatory regulation under Title II was a lawful construction of the Communications Act.\footnote{32}

As the broadband industry grew, however, the FCC began to adopt some guidelines over it without fully attempting to regulate it. In 2005, in the wake of the Brand X decision, the FCC published a Policy Statement, which laid out four principles for maintaining an open Internet. The Commission provided guidelines in an attempt to (1) enable consumers to access the lawful Internet content of their choice; (2) enable consumers to run applications and use services of their choice, subject to the needs of law enforcement; (3) enable consumers to connect their choice of legal devices that do not harm the network; and (4) assure that consumers can expect competition among network providers, application and service providers, and content providers.\footnote{33} These principles are sometimes summarized as “any lawful content, any lawful application, any lawful device, and any provider.” The Commission proposed these principles of network neutrality—in a non-binding way—by circulating them alongside its order deregulating broadband Internet service over phone lines (DSL).\footnote{34} The Commission determined that this guidance was “necessary to ensure that providers of telecommunications for Internet access or Internet Protocol-enabled (IP-enabled) services are operated in a neutral manner.”\footnote{35} The 2005 rules were never published in the Federal Register, and remained uncodified guidelines.

The first jurisdictional obstacle to the FCC’s broadband regulation came from the D.C. Circuit when Comcast challenged the FCC’s authority to regulate its network management practices. In October of 2007, several Comcast subscribers reported to the FCC that Comcast was blocking or severely delaying BitTorrent uploads on its network.\footnote{36} Free Press and Public Knowledge, two organizations concerned with Internet freedom, filed a complaint to

After nearly a decade of regulatory efforts, the FCC still lacks a net neutrality policy that has stood up both to court scrutiny and changes in broadband technology.
that effect with the FCC. In response, the FCC issued an Order, entitled *In re Formal Compl. of Free Press & Public Knowledge Against Comcast Corp. for Secretly Degrading Peer-to-Peer Applications* (the “Free Press Order”), in which the Commission concluded that it had jurisdiction over Comcast’s network management practices, and that it could resolve the dispute through adjudication instead of through rulemaking.37

Comcast challenged the Free Press Order, and the D.C. Circuit faced the question of whether the FCC had jurisdiction to regulate Internet service providers’ network management practices.38 Instead of claiming that it had direct jurisdiction over Comcast’s network management practices under Title II of the Act, the Commission argued that it had “ancillary” authority based upon a variety of statutory provisions—some describing policy goals and some delegating regulatory authority—related to network management.39 The Court ultimately concluded that the Commission had “failed to tie its assertion of ancillary authority over Comcast’s Internet service to any ‘statutorily mandated responsibility,’”40 and vacated the order as beyond the Commission’s jurisdiction. Title I does not permit the Commission to develop a general framework for broadband regulation, and, as the Court determined in previous cases, the Commission cannot claim authority under Title I to enforce general statements of congressional policy divorced from any statutorily granted regulatory power. The Court removed any chance of that the Commission could regulate broadband under Title I when it reminded the parties that granting the Commission general authority under Title I to regulate broadband networks would “virtually free the Commission from its congressional tether.”41

Following the D.C. Circuit’s decision, the FCC adopted the Open Internet Order42 to combat what it saw as a threat to innovation, competition, and Internet openness from broadband providers. The Commission invoked a variety of statutory provisions as authority for the order, focusing in particular on section 706 of the 1996 Telecommunications Act, which instructs it to encourage the deployment of broadband networks.43 The Open Internet Rules applied slightly differently to wireline broadband providers and wireless broadband service providers. In brief, the wireline rules prohibited broadband providers from blocking lawful Internet uses (the “anti-blocking” requirement),44 barred broadband providers from unreasonably discriminating when transmitting lawful network traffic over a consumer’s broadband Internet access service (the “anti-discrimination” requirement),45 and required that broadband providers disclose accurate information regarding their network management practices and their services (the “transparency” requirement).46 In contrast, the rules for wireless broadband providers differed in that the anti-discrimination rule did not apply to wireless networks.47

After much debate, the Open Internet Order took effect on November 28, 2011. When the final rule was published in the Federal Register, the FCC confirmed that the network neutrality framework aimed “to ensure the Internet remains an open platform—one characterized by free markets and free speech—that enables consumer choice, end-user control, competition through low barriers to entry, and the freedom to innovate without permission.”48

As soon as the Open Internet Order was published in the Federal Register, Verizon and several other entities challenged the FCC’s authority to promulgate the Open Internet Order and to try to maintain an open network in the wake of the FCC’s adoption of the Open Internet rules. On December 8, 2011, after several cases were filed against the FCC seeking judicial review of its Open Internet Order, the D.C. Circuit consolidated the cases and ordered briefing.49
On January 14, 2014, the D.C. Circuit struck down the anti-discrimination and anti-blocking provisions of the Open Internet Order. The court held that section 706 of the Telecommunications Act of 1996 gave the FCC authority to enact regulations encouraging the development of broadband infrastructure. The court further held that the FCC had reasonably interpreted that authority to cover its right to “promulgate rules governing broadband providers’ treatment of Internet traffic.” It also found that the agency’s primary rationale for promulgating the Open Internet Order—that it would help facilitate further Internet innovation—was reasonable and supported by substantial evidence. But because the FCC classified broadband providers as information services (which are exempt from treatment as common carriers) rather than telecommunications services (which are not), the agency could not treat them as de facto common carriers. The court then invalidated the anti-discrimination and anti-blocking provisions of the Open Internet Order because the FCC had failed to establish that these provisions did not impose common carrier obligations on the broadband industry. The court left the transparency provision intact, finding that it did not impose common carrier obligations. The Court declined to reach Verizon et al.’s constitutional arguments.

The FCC . . . plans to propose a new version of the Open Internet Rule [that allows] broadband providers to employ “commercially reasonable” discrimination and blocking against content providers.

Because it left open the option for the FCC to regulate broadband providers as common carriers to facilitate net neutrality regulations, the D.C. Circuit opinion ignited a firestorm of controversy over how the FCC should proceed. Many free-Internet advocates argued that the FCC should promptly act to classify broadband providers as common carriers and promulgate new net neutrality regulation.

In April 2014, the FCC announced that it plans to propose a new version of the Open Internet Rule, but that instead of classifying broadband providers as common carriers and prohibiting all discrimination, it plans to allow broadband providers to employ “commercially reasonable” discrimination and blocking against content providers. The agency is expected, however, to strengthen the Transparency Rule by further developing its requirements. The FCC is currently revising these new Open Internet Rules in response to criticism from Internet advocates about the potential for creating a “fast lane” for content providers willing to pay. The agency plans to release the Notice of Proposed Rulemaking for formal comment on May 15, 2014.
In enacting the new Open Internet Order, it will be vital for the FCC to assess the market failures or other social priorities that it is trying to address. Understanding these social values is critical for assessing whether regulation makes sense, determining what form that regulation should take, and evaluating the regulation’s effectiveness.

Regulators, advocates, and scholars have focused on four major social values that Internet policy generally—and broadband policy specifically—might help to promote. These four values, which are described more fully below, include: (1) network effects; (2) democratized expression; (3) innovation; and (4) competition. The FCC has specifically noted the importance of pursuing these goals, both in its 2011 Open Internet Order and in its 2014 policy statements regarding new regulations in the wake of the Verizon D.C. Circuit decision.62

A. Network Effects

An important feature of the Internet is its “network effects,” which emanate from the Internet’s commons-like characteristics. How to protect the Internet’s network effects has become a key feature of the regulatory debate. A “commons” is a resource to which members of the relevant community have open access.63 No single person has exclusive control over the use and disposition of the particular resource.64 There are two types of resources that can be commons: rivalrous and nonrivalrous resources. The rivalrous commons is the traditional commons—a resource like a town square where farmers bring their cows to graze. Rivalrous commons are vulnerable to the “tragedy of the commons”—that is, where each user has incentives to overuse the commons and the resource becomes depleted. The town square is a “rivalrous” resource because one farmer cannot graze his cows without impinging on another farmer’s ability to graze her cows.

But there are also nonrivalrous resources that are not depleted when used, and can even increase in value as the number of users of the resource increases. Information, for example, can be a nonrivalrous resource.65 When one uses information, the information itself is not depleted and the use of it can lead to new ideas and innovations.66 The Internet, at least in theory and without the constraints of limited infrastructure, is a nonrivalrous resource because its use by other people does not diminish an individual’s own use.67

In fact, the value of the Internet actually increases as more people use the resource, because its primary value lies in its connectivity—allowing users to communicate and share information with one another. These benefits from connectivity are network effects, which increase as the numbers of users on the network increases. Restricting access to
the Internet may eliminate some of its network effects, creating the risk that certain benefits will never be realized. For example, the benefits of receiving perspectives from a variety of different viewpoints may be diminished if certain groups are unable to afford Internet access. When individuals and companies use resources on the Internet, this can help generate value both for the direct users and society at large. Often the value that is generated for society can include positive externalities that are not fully captured by the market. For example, the increasingly popular Massively Open Online Courses create direct educational benefits for the users but also positive externalities for society as citizens acquire more knowledge and skills. It may be socially desirable to manage network resources like the Internet, which can create positive externalities, in an openly accessible manner.

Many scholars and advocates argue that requiring network neutrality will promote these network effects by promoting additional investment in network infrastructure, content development, and broadband adoption by end users. Others argue that requiring network neutrality might discourage infrastructure investment and therefore diminish network effects by hindering broadband companies from recovering the full value of their investments or charging differential prices based upon bandwidth needed to transmit the content. As the FCC gathers data on broadband deployment in response to its changing Open Internet policy, it will be in a better position to assess whether this policy affects broadband availability and quality. Assessing the extent of the positive externalities that the policy creates would be empirically trickier but theoretically possible.

B. Democratized Expression

One of the most popular arguments in support of network neutrality has been that government regulation can and should protect democratized expression. Internet users and content providers alike enjoy having unfettered access to this expressive medium, and many argue that this should not change as the amount of available content increases. This debate is often confused with the debate about free speech on the Internet, and whether the government has a role in protecting that. Because ISPs are not government actors, the case for protecting free speech on the Internet is not obvious from a Constitutional perspective. It remains unclear what the government’s role should be with regard to freedom of expression on the Internet, as well as what “freedom of expression on the Internet” even means.

The democratized expression debate approaches free speech from another angle. This is not free speech in the First Amendment sense, but rather a level playing field where everyone has the same access to content and to providing content (if they already have access to the Internet). Scholars have debated the relative economic merits of network neutrality rules, arguing that economic forces affect democratized expression on the Internet. Analysis reveals that, because information is a public good, it is likely to be undervalued by the market and therefore underproduced. The dissemination of information often produces positive externalities, but because the producer does not consider these benefits in producing the information, she produces less information than is socially optimal. According to this analysis, the government should subsidize democratized expression rather than limit it, because any restrictions will further contract a naturally inadequate supply of information.

[T]he value of the Internet increases as more people use the resource, because its primary value lies in its connectivity—allowing users to communicate and share information with one another.
Proponents of network neutrality remain concerned that network owners will discriminate against particular content, which will impinge on democratized expression, and believe that government should regulate network owners’ ability to discriminate. Yochai Benkler argues that information belongs in the public domain, and that without regulation there is a risk that a few nongovernmental organizations will exercise too much control over our information environment, and reduce the robustness and diversity of exchange in our marketplace of ideas. He notes that this kind of risk is one that the Supreme Court “has at times found weighty enough to justify government action intended to alleviate the censorial effects of media concentration.” In 1997, the Supreme Court noted that “[p]ublishers may either make their material available to the entire pool of Internet users, or confine access to a selected group, such as those willing to pay for the privilege,” but that “[n]o single organization controls any membership in the Web, nor is there any single centralized point from which individual Web sites or services can be blocked from the Web.” While it is still true that no single organization controls what can and cannot be found on the Internet, it is now possible for broadband providers to stop or slow down access to particular websites through deep-packet inspection. While some argue that the practical impacts of this ability to limit access are likely to be in-substantial, others believe net neutrality is necessary to help promote this freedom of expression, especially for the development of content that might be undervalued by the market. As with network effects, data from monitoring under the Transparency Rule—for example, evidence regarding broadband providers’ slowing of traffic from sites that rival their own content—might help the FCC to shed light on this debate.

C. Innovation

Because the Internet is such an important driver of the economy, scholars and lawmakers alike are particularly concerned with how discriminatory behavior might affect the rate of innovation attributable to the Internet. Some argue that the ability for broadband providers to discriminate against content providers will hinder innovation, while others argue that discrimination may be neutral or even help innovation.

Proponents of network neutrality claim that the Internet’s ability to create economic growth comes from its specific architecture, and that to change the fundamental architecture of the Internet by allowing it to become “network diverse” will have dire consequences for network providers and Internet users alike because it will hamper innovation. Until relatively recently, one of the basic features of the Internet’s design was that network providers could not discover the content of the data moving across their networks. But now, with deep-packet inspection, network providers have the technical ability to sort data for content as it passes over their networks, blocking or slowing it as they see fit.

This may be problematic for innovation for several reasons. Blocking individual applications could reduce the ability of application developers to innovate by making it more difficult to obtain venture capital and other investment funding, because investors will not want to fund an application that may be unable to reach its users. It may also reduce innovation because a potential innovator bases her decision to innovate on the expected costs and benefits of whatever innovation she has in mind. In the face of possible discrimination, the innovator will expect lower profits, and thus will have less of an incentive to innovate. In addition, because a potential innovator will not know whether her product will be blocked once she invents it, the uncertainty will decrease her incentive to innovate. Finally, because network providers can and often do make competing application products, there is nothing to stop them from imitating a product that someone else has invented, and then blocking the innovator from the market.
tion may also cause transaction costs and other wasteful costs to rise. For example, discriminating network providers could set individual compatibility standards for their networks, forcing content providers to choose whether to invest in complying with multiple network standards or simply throwing their lot in with a single network provider’s standard. As Christopher Yoo has noted,

[I]f multiple standards were to exist, end users and providers of applications and content would have to expend significant resources to verify compatibility with respect to different networks. It is theoretically possible that the resulting friction might be so severe that it more than offsets the benefits of shifting to another standard. When that is the case, society would be better off if network diversity were not permitted.92

Relying on empirical studies, Barbara van Schewick argues that there is already too little innovation because “private firms are typically unable to appropriate all social gains from the innovation.”93 Because ISPs and content providers are not compensated for all the information they disseminate, there is a systematic underinvestment in Internet content, applications, and the infrastructure itself. If that lost compensation could be accessed, it would encourage investment in infrastructure and content. But allowing private firms to attempt to access it creates the innovation-hampering environment described above. This is why government policy is in a unique position to increase investment in both Internet content and infrastructure to overcome this market failure.94 Without network neutrality, the Internet’s ability to support innovative, as-yet unimagined applications could be in jeopardy.95

Others argue that network neutrality rules are bad for innovation. Becker et al. maintain that imposing net neutrality rules that limit experimentation with new business models and network management practices may reduce the incentive of network operators to enhance the functionality of their networks and thereby undermine the business case for investing in higher capacity broadband networks.96 A variety of new Internet-based services, such as new medical and gaming services, may result in significant consumer benefits, but it may be impossible for content providers to provide them efficiently under the principles of net neutrality.97 Becker et al. contend that the adoption of restrictions on network operations and business models can inhibit the development of innovative services that otherwise might be developed in the future.98 Such restrictions, they argue, may adversely affect consumer welfare by reducing the geographic scope of broadband access networks, reducing the capacity of the backbone networks that carry traffic between content providers and ISPs, increasing congestion, reducing service quality, reducing the number of service providers in a given geographic area, and raising prices.99 The FCC should consider the evidence underlying each of these positions, including data gathered from disclosures under the Transparency Rule, in deciding whether and how it should incentivize innovation through broadband policy.

D. Competition

Although both sides of the net neutrality debate agree that competition is important, how best to protect competition on the Internet
is another matter. Proponents of net neutrality argue that the government should preserve competition among content providers by regulating how ISPs manage their networks. They argue that without equal access to the Internet, content providers may not bother to compete at all. Open Internet proponents believe that the most important purpose of a communications infrastructure is that it is public, and that it is maintained in such a way that maximizes the nation’s economic and creative potential. Non-discrimination will ensure that what survives is “truly the fittest and not merely the favored.” Unregulated companies favored by deregulation can (and do) block new entrants to the market.

Opponents of network neutrality argue that mandating that the Internet operate in a non-discriminatory fashion will cause more market failures than it will alleviate. According to opponents, regulation is not necessary and, at worst, might become a tool in the hands of application developers used to block competition from broadband operators. Detractors argue that self-regulation and discrimination by ISPs will not adversely affect competition among content providers and may more effectively preserve incentives to innovate. Becker et al. argue that because the FCC’s network neutrality rules will prohibit broadband access providers from prioritizing traffic, charging differential prices based on priority status, imposing congestion-related charges, and adopting business models that offer exclusive content or that establish exclusive relationships with particular content providers, the rules will harm investment, innovation, and consumer welfare. They suggest that traditional antitrust channels provide an effective approach to meeting network neutrality proponent’s competition concerns.

Becker et al. also argue that prohibiting differential pricing could result in higher prices to broadband subscribers. Entry by new broadband networks tends to require large sunk-cost investments, and Christopher Yoo argues that where the sunk-cost investments needed to establish the network are large, this can cause average costs to decline. Thus, the market for Internet service providers is generally expected to exhibit a tendency toward concentration. Allowing broadband providers to differentiate their product offerings can help prevent declining-cost industries from devolving into natural monopolies, which exist in the absence of competition. Yoo also argues that allowing broadband providers to discriminate may increase economic welfare because they will be able to prevent high-volume users from imposing uncompensated costs on low-volume users.

Although it would appear that the goals of the industry players and the government align—promoting innovation, competition, network effects, and democratized expression—how to achieve these goals has become a contentious and lengthy dispute. Sincere disagreement between ISPs, edge providers, and end users has placed government regulators at odds with industry. Additional analysis of each of the effects of net neutrality policies on each of these social values may shed light on how best to promote them, but for now, the FCC appears to be moving forward with a policy short of full non-discrimination. The immediate question becomes how the agency can best structure both the substantive aspects of the policy, as well as its internal decisionmaking process, to deal with the complex and rapidly evolving world of broadband technology.
The FCC is currently at a crossroads, deciding how best to promote the social values associated with Internet access, in the face of a D.C. Circuit decision striking down its last attempt to institute net neutrality. The bulk of the debate has focused on the substance of the regulations themselves: Should Internet Service Providers be classified as common carriers? How strong should the protections against discrimination be? Equally important, however, are the structural questions regarding how the FCC should administer the policy and respond to changes over time.

Administrative law often makes a distinction between substantive decisions and structural decisions. These categories can be broken down further, with substantive decisions including both instrument choice and policy choice, and with structural decisions including both institutional design and procedure. Instrument choice refers to the method of regulation—in the broadband context, an example would be a restriction against discrimination. Policy choice refers to the level of stringency of the regulation—in the broadband context, an example would be the “commercially reasonable” standard for discrimination. Other scholars and advocates have written extensively about the appropriate substantive decisions for the FCC to make with respect to net neutrality. The remainder of this report will therefore focus on exploring the fact-dependent structural decisions—institutional design and procedure—which have received comparatively short shrift.

A. Crafting an Adaptive Approach Through Institutional Design

One of the key questions that agencies regulating broadband policy will have to confront will be how best to structure the entities that are addressing the rapidly evolving technologies. As Richard Whitt notes, “[t]he superior recipe for confronting novel change is the maintenance of institutions that permit trial and error experiments to occur.” Scholars have articulated a number of different proposals for how Internet-regulatory agencies might be designed to be most effective and adaptive.

The FCC itself is also in the process of reexamining and modernizing its structure. In February 2014, it requested public comment on a report it released on FCC process reform. It considered ways to increase the speed and transparency of agency decisionmaking, facilitate communications with interested parties, modify the rulemaking process, and improve the use of human and technological resources within the agency.

The FCC is currently structured as an independent agency. Five commissioners run the agency. They are appointed by the President and are confirmed by the U.S. Senate. One of these is selected by the President to serve as
Chairman. Only three commissioners may be of the same political party at one time, and none of them may have a financial stake in any Commission-related business. The agency typically regulates through notice-and-comment rulemaking, where a proposed rule is drafted in response to statutory requirements, petitions from interested parties, or internal agency priorities. The public is invited to comment, and the agency enacts a final rule after responding to public comments. After a rule is enacted, individual telecommunications providers can apply for exemptions from a rule’s requirements under the FCC’s forbearance authority.

Out of the many proposals for how to restructure the FCC’s decisionmaking authority to be more effective and adaptive at regulating broadband service, two main categories of proposals have received the most traction. One set of proposals involves placing more authority with administrative law judges (ALJs) and other post hoc decisionmakers, instead of relying on the commissioners to enact comprehensive ex ante regulations that anticipate all possible scenarios. Another set of proposals involves public-private collaboration through multistakeholder processes or other hybrid approaches, which would allow regulators to work with members of the regulated industry—as well as with the technology itself—to optimize the Internet’s potential to continue facilitating positive network effects, democratic expression, innovation, and competition.

1. Ex Post Adjudicative Decisionmaking

One possible approach to facilitating agency adaptability in the broadband regulatory context could be placing more emphasis on the agency’s ex post adjudicatory functions over its ex ante rulemaking. Several scholars have suggested an ex post approach to broadband and Internet regulation, in order to facilitate the ability of a regulatory agency to respond to issues on a case-by-case basis. For example, Pierre de Vries has proposed that “Congress, in enacting laws, and the FCC, in creating broad rules, should create principles that provide general guidance about the values to be protected. Decisions should then be delegated to adjudicators who apply those rules in a common law fashion, creating a body of precedent.” Howard Shelanski has also advocated for a general shift toward ex post approaches in the telecommunications realm, arguing that in the net neutrality context, Congress should “articulate a standard of network competition and conduct that the FCC and U.S. antitrust agencies can enforce without being blocked by contrary precedent from general antitrust law.” Phil Weiser suggests making more extensive use of the FCC’s administrative law judges. Richard Whitt recommends adding an Office of Innovation Advocate to ensure “that the FCC’s regulatory process includes explicit attention to the effects of any decision on the course of technological innovation,” and an Office of Ombudsman to challenge “fundamental empirical and analytical assumptions underlying draft decisions, and/or proposed institutional approaches.” He argues that these institutional features will make the process more transparent and counter the “natural organizational bias toward incumbent players.” Other scholars have taken more extreme approaches, arguing that the FCC’s policy-making functions should move to “the executive branch, leaving the Commission jurisdiction to serve an

If the “commercially reasonable” standard turns out not to effectively promote the desired social values, the FCC should . . . place the burden on broadband providers to establish the propriety of their discrimination.
adjudicatory role—overseeing interconnection disputes and spectrum interference,” or arguing that the Federal Trade Commission (FTC) should assume responsibility for broadband regulation because of its experience with ex post enforcement and its lower potential for agency capture due to its broad subject matter.

It appears as though the FCC is already contemplating a move to a more ex post management approach with its revised Open Internet rules. According to Chairman Wheeler, the FCC plans to implement a “commercially reasonable” standard for permissible discrimination by broadband providers, which necessarily calls for ex post evaluation of particular providers’ conduct. Of course, the agency has more than one choice for how to implement an ex post approach. In particular, the default rule is highly important in an ex post management world. The FCC’s current default plan is to allow broadband providers to discriminate unless such discrimination is not commercially reasonable.

Another alternative default rule could be for the FCC to define all broadband providers as common carriers and prohibit all discrimination, but allow broadband providers to apply for exemptions under the FCC’s forbearance authority. With perfect markets, perfect information, and perfectly rational actors, these two default rules with different starting places and burdens of proof could end up with identical results. However, market imperfections and behavioral tendencies suggest that these approaches could result in different outcomes. The FCC should carefully consider how to set its default approach and how to allocate the burden of proof in order to best promote the social values it wishes to encourage. If the “commercially reasonable” standard turns out not to effectively promote the desired social values, the FCC should be prepared to shift the default toward non-discrimination and place the burden on broadband providers to establish the propriety of their discrimination.

All of these proposals have the potential to make Internet decisionmaking more adaptive to particular circumstances. However, they come with the potential for increased uncertainty, and, depending on how enforcement actions are undertaken, possibly less transparency and public engagement as well. Moreover, it is unclear whether ex post approaches will necessarily be faster than ex ante approaches. A forbearance proceeding can take at least a year and applies to only a single provider. However, the agency may decide that the ability to craft regulations that apply to particular providers as circumstances evolve is preferable to locking in a uniform policy in advance.

2. Public-Private Collaboration

Another potential approach to promoting adaptability in Internet regulation is to work with the industry and other stakeholders to help facilitate regulation going forward. The default approach to Internet regulation has for some time been self-regulation by the players involved. Many scholars still argue that self-regulation is the best way to structure Internet regulation into the future. However, regulation—or at least some degree of government oversight—may be necessary to promote the social values discussed in Part II. If self-regulation alone becomes infeasible, the solution is not necessarily comprehensive government control. There are a range of institutional models between laissez faire self-regulation and prescriptive federal mandates.

Numerous scholars have written about the potential to create hybrid public-private oversight models for Internet regulation, with involvement by both government agencies and stakeholders. These proposals fall along a spectrum from limited to substantial government oversight and have taken a number of forms, including multi-stakehold-
erism, participatory governance, and co-regulation. Multi-stakeholderism generally refers to vesting decision-making authority to an organization that includes representation from a variety of economic and social interests, including civil society stakeholders other than government and industry. An example of this type of organization is the Internet Corporation for Assigned Names and Numbers (ICANN), which assigns Internet domain names. Traditionally, multi-stakeholder organizations operate independently of government, but they could be set up to operate in conjunction with a government entity. Participatory governance closely resembles multi-stakeholder approaches and refers to processes that “involve[] industry, civil society, and technologists in both the writing and enforcement of rules,” with an eye toward “fostering compliance, rather than enforcement.” Co-regulation refers to the process where a “public regulatory body oversees a self-regulatory organization.”

Several of these hybrid public-private oversight models have even considered the potential for using the nature of the Internet system as a model for its regulation. In particular, Richard Whitt discusses the importance of designing co-regulatory structures based upon the structure of the Internet, so that the regulatory solutions will be targeted toward the right rules and players.

With a collaborative approach between stakeholders and government, regulators can take advantage of the ability of broadband and content providers to collect and analyze data on their system operations in order to monitor the status of access to the Internet.

These hybrid public-private models hold tremendous potential for facilitating effective Internet regulation. With a collaborative approach between stakeholders and government, regulators can take advantage of the ability of broadband and content providers to collect and analyze data on their system operations in order to monitor the status of access to the Internet. Regulators can then conduct frequent analyses on these data, working with stakeholders to implement policy changes, as warranted.

As part of its efforts at process reform, the FCC has begun considering the possibility of using of hybrid public-private regulatory models. If it plans to adopt hybrid governance systems, it will need to address possible concerns regarding legitimacy, public engagement, and accountability by populating the governing body with diverse interests and retaining sufficient independent oversight. Public availability of data on regulatory results can also help allay these concerns, as discussed below. The agency should continue exploring the potential of using these hybrid governance mechanisms, determining how best to strike the balance between stakeholder involvement and government oversight and revising that balance over time, as needed.

B. Crafting an Adaptive Approach to Agency Procedure

In addition to selecting an appropriate institutional design to allow for effective and adaptive regulation, the FCC will also need to implement regulatory procedures that help to promote its goals. In particular, it will need to create procedures that allow for re-evaluation and revision of policies as conditions change. Monitoring and adjusting the regulatory system to respond to the accumulated data will be key to this process.
A useful framework for designing a regulatory process that can adjust policy to changing circumstances is the adaptive management framework that has primarily been applied in natural resources management. In fact, because of the data-driven nature of the Internet, adaptive management be even better suited for managing the Internet than for managing natural systems because monitoring and assessment may be easier.

Adaptive management proposes learning while doing, and the framework of adaptive management dictates thinking of the regulatory process as an “iterative, incremental decisionmaking . . . built around a continuous process of monitoring the effects of decisions and adjusting decisions accordingly.” Adaptive management allows an agency “the flexibility to continually adapt in response to new information.” It “provides a framework within which measures can be evaluated systematically as they are carried out.” This process allows the implementing agency to test “management hypotheses, new simulations, and proposals for adjustments in management experiments or development of wholly new experiments or management strategies.” This type of decisionmaking enables agencies to learn about and respond to changing conditions as information becomes available. As J.B. Ruhl noted,

Adaptive management requires institutionalization of monitoring-adjustment frameworks that allow incremental policy and decision adjustments at the “back-end,” where performance results can be evaluated and the new information can be fed back into the ongoing regulatory process. Deliberate monitoring and a framework for altering course, rapidly and frequently if conditions warrant, thus are essential ingredients of adaptive management.

Adaptive management is not trial-and-error, but rather “involves exploring alternative ways to meet management objectives, predicting the outcomes of alternatives based on the current state of knowledge, implementing one or more of these alternatives, monitoring to learn about the impacts of management actions, and then using the results to update knowledge and adjust management actions.”

Certain principles are critical to adaptive management policymaking. At its core, adaptive management requires iterative decisionmaking and consistent monitoring and collecting of information over time. Richard Whitt proposes that adaptive management policies should be cautious, macroscopic, incremental, experimental, contextual, flexible, provisional, accountable, and sustainable. Ruhl and Fischman summarize the principles of adaptive management theory as employing a “complicated, multistep approach, which values the honing of predictive models and outcomes more than the fairness of the process. Adaptive management theory regards decisionmaking as more of a series of fine-tuning steps that are continually and perpetually reevaluated.” Craig and Ruhl describe the steps in adaptive management as follows: “(1) definition of the problem, (2) determination of goals and objectives for management, (3) determination of the baseline, (4) development of conceptual models, (5) selection of future actions, (6) implementation and management actions, (7) monitoring, and (8) evaluation and return to step (1).”

Several scholars have advocated the use of adaptive management specifically in the telecommunications sector. Richard Whitt has argued that “market sectors featuring rapid and dynamic technological change, such as telecommunications, challenge the policymaker’s ability to predict, control, and manage the system’s behavior.” Although Whitt has posited that industries and their attendant regulatory institutions and regulations “coevolve” together, he acknowledges that an industry changing as rapidly as the telecommunications industry “poses a particularly troubling challenge to traditional policy making” because our ability to manage the industry may lag behind techno-
logical advances. As a result, he proposes “tinkering” with the telecommunications sector through small, iterative policies rather than “tampering” on a larger scale. Barbara Cherry advocates for viewing telecommunications policy through a lens of complexity theory, which necessitates an adaptive approach to managing those systems. Hantover argues for the use of adaptive management specifically in the context of net neutrality “in order for regulations to be sufficiently flexible to withstand a rapidly changing environment.”

Agencies can view adaptive management as either a prescriptive set of procedures for enacting and revising regulation, or as a framework of analysis that encourages regulators to craft policies that are more capable of evolution, all else being equal. In the broadband context, the FCC could theoretically go so far as to use data disclosed by providers under the Transparency Rule to create partially or fully automated monitoring systems that could revise requirements over time as the analysis warrants. Alternatively, the agency could simply keep the principles of adaptive management in mind as it pursues regulation using its traditional rulemaking procedures, perhaps revising prior decisions when monitoring suggests that such revisions should be made.

Whether management strategy adjustments are necessary will almost certainly depend upon advances in technology—as yet unknown—that will change the way that industry players interact with the Internet (such as deep-packet inspection). It stands to reason that some changes in technology may affect the FCC’s calculus in how to manage the industry. Social objectives and preferences may also shift over time—just as the industry has witnessed an increasing emphasis on competition and innovation. Adaptive management will not dictate whether the FCC should allow discrimination for certain content and not others, but rather will allow the FCC to make adjustments to policy as close to simultaneously with changes in technology and social priorities as possible.

1. Evaluating Progress Through Metrics

Monitoring is particularly important for adaptive management. Because adaptive management is “learning while doing,” “[t]he key is to ensure that the learning process is not set back by data gaps or missed opportunities due to infrequent or sporadic monitoring. Ongoing monitoring efforts, the collection of relevant data, and timely data analysis aimed at evaluating management assumptions should form the basis of an adaptive management requirement.” Indeed, adaptive management plans in the natural resources context that have not included sufficiently described monitoring schemes have been criticized in court. In cases where the impacts of a particular policy are uncertain, adaptive management counsels that it may be useful for the agency to lay out possible impacts and its response depending on which effect occurs.

This hedging technique is the essence of adaptive management, but cannot work unless accurate data exists regarding the unfolding impacts of the newly instituted policy. In the environmental context, systematic monitoring of environmental indicators informs the subsequent rounds of decisionmaking with data collected in real time. This allows implementation measures to be adjusted in light of the data. Adaptive management dictates that it is advan-
tageous to collect data through collaborations with other agencies, researchers, and academics to obtain “a continuous stream of high quality, policy relevant [data] that at each successive stage refines and challenges the scientific hypotheses, theories, assumptions, and models upon which previous rounds of policymaking had been based.”

Though monitoring is vital, adaptive management does not make action dependent on extensive advanced studies. In the adaptive management framework, measures can be evaluated systematically as they are carried out. Adaptive management seeks to assure that managers will be able to draw upon a stronger body of knowledge—learning is an objective of design from the outset. Projects should be designed and implemented as experiments aimed at producing better information. In theory, “[a] program that ‘learns poorly’ will be defeated by uncertainty; one that ‘learns well’ can prevail despite the initially poor state of knowledge.” Redefining success is an important part of adaptive management, and failure should be anticipated even though planning for failure is politically hazardous. Learning from failure improves the chances of long-term success, although this may not make sense in a politically volatile setting.

Before implementing monitoring metrics, an agency must, of course, decide which metrics to use. The metrics employed in regulation should reflect the regulatory goals. Scholars have suggested a variety of metrics that might be appropriate to measure the effectiveness of various aspects of Internet policy, including broadband regulation. When the FTC is examining proposed mergers for antitrust concerns, including mergers in the broadband industry, it uses the Herfindahl-Hirschman Index, which measures industry concentration. The FCC has worked since 2011 to develop metrics that can measure broadband penetration in the United States through its Measuring Broadband America program. Rather than focusing on developing a single aggregated value that could serve as a yardstick for maximizing broadband deployment, the Measuring Broadband Reports include data across a range of measures including advertised network speed, actual network speed, sustained upload and download speeds, latency, and more. While a range of measures are useful for interpretation and analysis purposes, in order to facilitate adaptive management, the agency would need to develop a combined metric that would provide weights to each of the various measurements.

Moreover, a question remains as to whether these metrics reflect all of the social values from Internet availability discussed in Part II—network effects, innovation, democratic expression, and competition. The FTC’s measures address only the value of competition. The FCC’s metrics treat broadband deployment as an end in itself, without explicitly considering any of the social values from Part I. Without explicitly considering the other social values, the agency might be missing valuable data and failing to design regulations that appropriately optimize the achievement of the desired benefits. The agency should consider whether it might be sensible to develop indices that reflect all of these social values explicitly (for example, by modeling the innovation effects resulting from broadband deployment). The agency could then assign weights, or even monetary values, to these social benefits, which would allow for more direct optimization of the values to be achieved.
2. Revising Policies Over Time

Another essential aspect of adaptive management is creating a regulatory framework that can evolve over time. This challenge consists of both setting appropriate targets of the regulation and enabling those targets to adjust as appropriate over time. Integral to this process will be the Transparency Rule—the only aspect of the Open Internet Order that the D.C. Circuit upheld. Regulators will need to have access to data on key metrics from providers, in order to determine which practices work and which do not.

As a first step to setting targets that promote both accountability and flexibility, the agency will have to assess whether to set rules or standards. Rules dictate how to behave in a given set of circumstances while standards dictate what results must be achieved. Neither rules nor standards may be particularly adaptive once they have been set, but it might be possible to maintain a level of adaptability with either rules or standards through additional efforts beyond the period when the rule or standard is established. As Ruhl notes, “[a]daptive management plans are not self-implementing. . . adaptive management carries with it a substantial demand on agency resources in connection with monitoring, assessment, and adjustment steps. A salient question for advocates of adaptive management is whether agencies really will be able to follow through diligently and competently, given these demands.” Thus, there is a triple tension: rules will be more specific, but less flexible; standards may be more flexible, but provide less practical guidance; and these two regulatory frameworks will be limited by the resources available to the agency itself at any given time.

Whatever goals the agency chooses to set, according to the principles of adaptive management, these targets should evolve as the system continues to change. Adaptive management dictates that agencies update rules and standards frequently in light of the results of close monitoring and experimentation. A “rolling rule regime” is one example of an adaptive management-based system. In a rolling rule regime, central regulators assign management and regulatory powers to local entities. Those local entities provide reports and proposals based on their management methods, and those reports are used to update minimum performance standards and desirable targets in an effort “to achieve continuous improvements in both regulatory rules and environmental performance.” Whereas ‘front end’ regulatory instruments lock in positions through fixed rules and standards, an adaptive management framework is more experimentalist, relying on monitoring-adjustment ‘loops’ of goal determination, performance standard setting, outcome monitoring, and standard recalibration. The key in using adaptive management is to “set default rules and performance thresholds at the levels justified by our best current knowledge, but to treat default rules and performance standards and metrics themselves, like other elements of the environmental policy puzzle, as provisional and experimental, to be revised in light of subsequent learning.”

Consistent with a larger executive branch push for retrospective review, the FCC has acknowledged the importance of periodic review of rules, and staff has suggested that it might be appropriate to specify review periods in the original rule. This is an important first step in the direction of adaptive management, but regulators might be able to make the system even more adaptive by using programmable data analysis, and possibly even machine learning, to facilitate the development of evolving standards. Through programmable analysis and machine learning, regulators could create a system that would be able to alert them when a broadband provider’s actions appear to violate existing standards, as well as adjust the standards as circumstances change. For example, as broadband technology improves across the industry, the system could notice a trend of increasing broadband speeds and adjust the traffic-
speed levels at which a potential offender’s discrimination would invoke scrutiny.

If standards are adjusted over time depending on existing data, especially if this adjustment occurs automatically through machine learning, there is concern that the regulated industry could try to manipulate the data and achieve more favorable regulatory outcomes over time. Of course, the regulated industry could try to manipulate data under a traditional command-and-control style of regulation, as well, but an adaptive approach could magnify the effects of such manipulation. Therefore, regulators should maintain oversight over the process in order to try to counteract such actions and preserve accountability. If the data are made public, as discussed in Section III.B.3, consumer advocacy groups could also assist the agency in monitoring for potential manipulation. The agency should impose heightened penalties for anyone caught trying to manipulate the outcomes of the analysis.

Although “[a]daptive management can help reduce decision-making gridlock by making it clear that decisions are provisional, that there is often no ‘right’ or ‘wrong’ management decision, and that modifications are expected,” there are certain risks with adaptive management of which any agency hoping to employ it should be aware. If the process of trying to adjust the agency’s action triggers a review process, that could stymie the projected benefits of an adaptive management process. Or if it appears that the agency is attempting to avoid triggering a review process, this could invite litigation. Small adjustments must be authorized by statute to give the agency the space and authority to adapt to new information quickly as it becomes available without allowing the process to become bogged down in time-wasting reviews or litigation.

Adaptive management may not be perfect for every situation. It may not be appropriate where the problem is curable rather than chronic; the remedy is unique to the problem; experiments are too risky (where the experiment would have to be done on a human population); or the failure of the project is reasonable grounds for holding management accountable (where uncertainty is low, management should be held accountable for the project’s failure). How exactly to “do” adaptive management is not always clear, which can lead to a series of practical problems. Because there are no widely accepted standards for adaptive management practices, courts may review agency behavior without having anything with which to compare it or rules to apply. Adaptive management can present accountability problems by “providing cover that allows resource management agencies to put off imposing politically controversial limits on economic activity.” Finally, because adaptive management necessarily includes a high level of engaged monitoring on the part of the agency, the regulating agency will need funds and political will—either of which may be in short supply at any given time.

But the benefits of adaptive management when embarked upon by a dedicated agency are better knowledge of system response to management actions and, of paramount importance in fast-moving systems like the Internet, an ability to respond to changes more quickly than with notice-and-comment rulemaking. The improved knowledge reduces uncertainty about how to respond to changing circumstances and should improve and expedite management decisions.
3. Engaging the Public in the Ongoing Regulatory Process

If the FCC takes steps to make broadband regulation more adaptive to changes in the industry, this may raise concerns about a lack of transparency and public involvement in the regulatory process. However, the ability of the agency to share its monitoring results and analysis in real time with the public can help allay these fears.

The Internet offers tremendous opportunities for increased public involvement in the rulemaking process. Organizations like NYU’s GovLab\textsuperscript{210} and Cornell’s e-Rulemaking Initiative\textsuperscript{211} are working to increase government openness and public involvement in the regulatory process. As the FCC reaches out to engage stakeholders in a more adaptive regulatory process, it can also reach out to involve the public more broadly.

The agency can make its monitoring data publicly available, and interested parties can perform their own analyses with the data, which can then aid them in commenting meaningfully on potential rule revisions. Moreover, the agency can create online opportunities for the public to comment, potentially even in real-time, on the state of affairs and recommendations for the future.

In developing its Measuring Broadband America program, the FCC has already been conscious of “principles of openness and transparency” and has “made available to stakeholders and the general public the open source software used on both its fixed and mobile applications, the data collected, and detailed information regarding the FCC’s technical methodology for analyzing the collected data.”\textsuperscript{212} The FCC should continue engaging the public as it further develops and potentially extends the use of these metrics.
The broadband industry and the Internet more generally are rapidly changing, and if the FCC wants to remain involved in broadband regulation, it will have to be able to keep up with these changes. As a first step toward regulation, the FCC will need to examine the social goals it hopes to achieve: most likely a combination of network effects, democratized expression, innovation, and competition. In order to create a policy that the agency is able to effectively adapt over time, the focus cannot be solely on the substance of the Open Internet Order.

The FCC also needs to consider structural aspects of how it approaches regulation. It should focus both on how to make both its institutional design and its procedures more adaptive. On the institutional design side, the agency should consider whether it may want to shift away from *ex ante* rulemaking toward *ex post* decisionmaking, as well as whether it may want to create new governance structures that involve collaborative public-private regulatory approaches.

With respect to procedure, the FCC should consider using adaptive management, a concept from natural resources policy, as a model for how to create regulations that can evolve over time. Adaptive management is an iterative decisionmaking process that involves constant monitoring, learning over time, and changing the regulations to fit evolving circumstances. An adaptive management approach to broadband management will require frequent monitoring of metrics designed to reflect the targets of the regulation, which the FCC could require under the Transparency Rule. An adaptive management approach will also require a process for updating the regulatory standards over time as conditions change.

The FCC will need to strike a balance between transparency to the public and regulatory speed in deciding how often to update the regulations. The agency should consider using the Internet to create a speedier way to disclose proposed changes to the public and receive comments, which could allow for faster revisions of the regulations. By adjusting the FCC’s structural approach to broadband regulation to be better equipped to address changing circumstances, the agency will increase the efficacy of its policymaking now and into our future of as-yet unknown technological breakthroughs.
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Meanwhile, the industry began taking matters into its own hands. Just shy of a month after the D.C. Circuit’s decision, the nation’s two largest cable Internet companies—Comcast and Time Warner Cable—announced a merger, which could exacerbate concerns about a lack of competition in the broadband industry. See David Gelles, Comcast Deal Seeks to Unite 2 Cable Giants, N.Y. TIMES, Feb. 13, 2014, at A0; Cecilia Kang, Comcast, Time Warner Cable Merger Faces a Grilling in Washington This Week, THE WASHINGTON POST SWITCH BLOG (Apr. 8, 2014, 10:23 AM), http://www.washingtonpost.com/blogs/the-switch/wp/2014/04/08/comcast-time-warner-cable-merger-faces-a-grilling-in-washington-this-week/. At the same time, Netflix—which had long been one of the strongest proponents of net neutrality—struck a deal with Comcast to pay for a direct connection to its network, with the goal of improving streaming video quality for Comcast users. http://arstechnica.com/business/2014/02/netflix-is-paying-comcast-for-direct-connection-to-network-wsj-reports/. Though this so-called “peering agreement” would not have been prohibited under the Open Internet Order, since it involves a direct connection, not preferential network treatment, the outcome of the Verizon decision likely shifted the balance of power between content providers and broadband providers and may have made such a deal more vital to Netflix.
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